IBTA – 2026 Spring Session Legislative Report
February 20, 2026

Upcoming General Assembly Deadlines:
March 13 – Senate Committee Deadline
March 27 – House Committee Deadline
April 17 – House & Senate Third Reading Deadline
May 8 – Committee Deadline - Bills that Passed Opposite Chamber
May 22 – Third Reading Deadline - Bills that Passed Opposite Chamber
May 31 - Adjournment

New Legislation:

Broadband and Telecommunications:
HB 4561 – Low-Income Broadband Program (Rep. Ortiz)
Summary: This legislation establishes a State-administered low-income broadband affordability program administered by DCEO in coordination with participating broadband providers.
Key Statutory Provisions:
· Creates a Low-Income Broadband Assistance Program within DCEO.
· Establishes eligibility criteria based on household income levels and participation in specified assistance programs.
· Authorizes the administering agency to set discount levels, approve participating providers, and establish reimbursement mechanisms.
· Participants of the federal Lifeline program are not eligible to participate in this state-administered program
· Requires DCEO to remit to participating broadband providers a monthly credit equal to the portion of the monthly bill that is not the responsibility of the family.
· Authorizes rulemaking and appropriations to implement and fund the program.
HB 4562 – Switch Network Salvage (Rep. West)
Summary: Amends the Public Utilities Act in provisions governing a Large Electing Provider’s transition to IP‑based networks and service. The bill extends the required continuation of telecommunications service over traditional circuit‑switched networks for existing residential and business end‑use customers through at least December 31, 2031. It then establishes a process beginning January 1, 2032, for returning the “salvage value” of traditional circuit‑switched network components (including copper wiring) to Illinois residents, requiring completion of salvage activities by January 1, 2038. 
Key Statutory Provisions:
· Requires a Large Electing Provider to provide telecommunications service—including telecommunications service over traditional circuit‑switched networks—to existing business and residential end‑use customers until at least December 31, 2031.
· Beginning January 1, 2032, requires a Large Electing Provider to start the process of returning the salvage value of traditional circuit‑switched networks to Illinois residents; requires completion of salvage by January 1, 2038.
· Requires quarterly documentation and reporting to the Department of Public Health and the Illinois Commerce Commission regarding salvage activities, including total realized salvage value, per‑mile salvage value, geographic location of salvages, and the value of the salvages.
· Defines “salvage value” as the monetary value received by a Large Electing Provider for components of a traditional circuit‑switched network (including copper wiring) once the network is no longer in use.
HB 4943 – Telecommunications Theft (Rep. Hoffman)
Summary: Amends the Recyclable Metal Purchase Registration Law to specifically address theft and trafficking of telecommunications wire and related network equipment. The bill (1) expands definitions so that “recyclable metal” and “telecommunications wire” encompass a broad range of wire and components used in wireline and wireless network facilities (including fiber/copper cable and related structures), (2) makes it a violation for a person to possess or transact in telecommunications wire unless the seller is an authorized agent/employee/contractor of specified utility or communications entities, and (3) directs the Recyclable Metal Theft Task Force to evaluate and develop solutions targeted at telecommunications wire and equipment theft, including adding a wireless carrier representative and requiring annual reporting. The bill becomes effective July 1, 2027.
Key Statutory Provisions:
· Defines “burned wire” as coated metal wire that has been smelted, burned, or melted to remove protective coating or identifying marks.
· Expands the definition of “recyclable metal” to include specified metals found in telecommunications wire and other equipment used to provide telecommunications service (Public Utilities Act §13‑203) and broadband, interconnected VoIP, or wireless services (Public Utilities Act §13‑804).
· Defines “telecommunications wire” to include wire used in wireline communications network facilities or wireless communications network facilities, including fiber, copper cable (sheathed or unsheathed), and twisted‑pair wire; includes related structures and equipment (e.g., towers, antennae, buss bars, copper ground supports, burned wire, and associated aerial/ground cable lines or equipment used as part of a telecommunications or broadband network).
· Adds telecommunications wire to the Act’s list of restricted purchase items and makes it a violation for any person to possess/purchase/sell or for a recyclable metal dealer to purchase telecommunications wire in any amount unless the seller is an authorized agent, representative, or employee of a licensed contractor of a public utility or a provider of telecommunications, broadband, interconnected VoIP, or wireless services as described in the Public Utilities Act.
· Directs the Recyclable Metal Theft Task Force to review the effectiveness of its efforts specifically for telecommunications wires, burned wire, and equipment used to provide telecommunications/broadband/VoIP/wireless services, and to consider and develop long‑term legislative and enforcement solutions to address theft of those assets.
· Adds a representative of a wireless telecommunications carrier to the Task Force’s public membership and requires the Task Force to report findings and recommendations annually by October 31 to the General Assembly and the Governor.
· Effective July 1, 2027.
SB 3612 – Low-Income Broadband Rates (Sen. Ventura)
Summary: This legislation requires broadband providers to offer reduced-rate broadband service to qualifying low-income consumers beginning January 1, 2027.
Key Statutory Provisions:
· Requires the ICC to establish and implement rules to ensure low-income broadband rates are developed by broadband providers, including, but not limited to, rules establishing minimum Internet service speeds at affordable rates and setting a maximum low-income rate for broadband service.
HB 4661 – District Office Utility Bills (Rep. Williams, A.)
Summary: Authorizes the payment of utility bills incurred in the immediately preceding fiscal year from current-year appropriations and provides a retroactive authorization for certain district office utility bills incurred in fiscal years 2015–2017 (including interest and penalties) to be paid from appropriations in any fiscal year. The intent is to avoid lapsing or timing issues that can prevent reimbursement/payment of district office utility expenses.
Key Statutory Provisions:
· Authorizes payment of a district office utility bill that spans portions of two consecutive fiscal years from appropriations in either fiscal year.
· Authorizes payment of any utility bill for district office service provided in the immediately preceding fiscal year from funds appropriated for the current fiscal year.
· Authorizes payment of any district office utility bill incurred in fiscal years 2015 through 2017, including interest and penalties, from funds appropriated for such expenditures in any fiscal year.
HB 4731 – Utilities – Excavation (Rep. Walsh, Jr.)
Summary: Amends the Illinois Underground Utility Facilities Damage Prevention Act to narrow the definition of “excavation” for a specific, limited type of connection work performed by communications service providers. The bill provides that certain shallow, hand-tool-only digging performed by a communications service provider to connect a customer’s home or business to the provider’s own communications network is not treated as an “excavation” under the Act—while clarifying that the exclusion does not prohibit requesting markings and does not eliminate liability for damage. 
Key Statutory Provisions:
· Excludes from the definition of “excavation” an operation performed to connect a communications service customer’s home or business to the communications service provider’s own communications network when the work is: (i) performed only with a hand tool, (ii) performed by a communications service provider, and (iii) limited to a depth not greater than 12 inches.
· Provides that an exclusion from the definition does not prohibit an excavator from requesting facility marking through JULIE.
· Clarifies that the exception is not intended to remove liability for damage to underground facilities that may be imposed on the individual or entity performing the work.
SB 3573 – Fiber Optic Excavation Crews (Sen. McClure)
Summary: Amends the Illinois Underground Utility Facilities Damage Prevention Act by creating new Section 4.2 regulating “fiber optic excavation crews.” The bill establishes training, mapping, bonding, and restoration requirements for crews that excavate underground fiber optic conduit, ducts, cable lines, wires, or related facilities. It also establishes a graduated enforcement framework, including warning letters and fines, and allows the Commerce Commission to use arbitration for repeat violators.
Key Statutory Provisions:
· Defines “fiber optic excavation crew” as a group assembled or employed to excavate underground fiber optic conduit, ducts, cable lines, wires, or related facilities.
· Requires every crew member to complete a JULIE-provided safety and installation training course.
· Requires the crew to use updated city, county, and right‑of‑way maps that are less than 2 years old throughout an excavation project.
· Requires the crew to obtain a surety bond conditioned on compliance with the new requirements and to provide proof of the bond to the unit of local government with jurisdiction; the bond amount must be a reasonable amount set by the local government.
· Requires full restoration of residential and landowner ground surface and landscaping within 30 days after completion of the excavation project and requires the crew manager/supervisor (with project owner confirmation) to send a restoration‑affirmation letter to the mayor or applicable township official.
· Establishes penalties for violations: a warning letter for the first violation, a $1,000 fine for the second violation, and up to $5,000 for each subsequent violation; authorizes the ICC to enter arbitration with a person who violates the Section 5 or more times to determine damages, repayment, and fines.
SB 3593 – Telecommunications Theft (Sen. Sims)
Summary: Amends the Recyclable Metal Purchase Registration Law to specifically address theft and trafficking of telecommunications wire and related network equipment. The bill (1) expands definitions so that “recyclable metal” and “telecommunications wire” encompass a broad range of wire and components used in wireline and wireless network facilities (including fiber/copper cable and related structures), (2) makes it a violation for a person to possess or transact in telecommunications wire unless the seller is an authorized agent/employee/contractor of specified utility or communications entities, and (3) directs the Recyclable Metal Theft Task Force to evaluate and develop solutions targeted at telecommunications wire and equipment theft, including adding a wireless carrier representative and requiring annual reporting. The bill becomes effective July 1, 2027.
Key Statutory Provisions:
· Defines “burned wire” as coated metal wire that has been smelted, burned, or melted to remove protective coating or identifying marks.
· Expands the definition of “recyclable metal” to include specified metals found in telecommunications wire and other equipment used to provide telecommunications service (Public Utilities Act §13‑203) and broadband, interconnected VoIP, or wireless services (Public Utilities Act §13‑804).
· Defines “telecommunications wire” to include wire used in wireline communications network facilities or wireless communications network facilities, including fiber, copper cable (sheathed or unsheathed), and twisted‑pair wire; includes related structures and equipment (e.g., towers, antennae, buss bars, copper ground supports, burned wire, and associated aerial/ground cable lines or equipment used as part of a telecommunications or broadband network).
· Adds telecommunications wire to the Act’s list of restricted purchase items and makes it a violation for any person to possess/purchase/sell or for a recyclable metal dealer to purchase telecommunications wire in any amount unless the seller is an authorized agent, representative, or employee of a licensed contractor of a public utility or a provider of telecommunications, broadband, interconnected VoIP, or wireless services as described in the Public Utilities Act.
· Directs the Recyclable Metal Theft Task Force to review the effectiveness of its efforts specifically for telecommunications wires, burned wire, and equipment used to provide telecommunications/broadband/VoIP/wireless services, and to consider and develop long‑term legislative and enforcement solutions to address theft of those assets.
· Adds a representative of a wireless telecommunications carrier to the Task Force’s public membership and requires the Task Force to report findings and recommendations annually by October 31 to the General Assembly and the Governor.
· Effective July 1, 2027.
SB 3613 – Rural Broadband Deployment Study (Sen. Ventura)
Summary: Requires the Broadband Advisory Council to conduct a rural broadband deployment study to identify and evaluate the costs and benefits that may materialize from installation and deployment of rural broadband in all areas served by broadband cooperatives.
Key Statutory Provisions:
· Requires the Broadband Advisory Council to identify and evaluate costs and benefits associated with installation and deployment of rural broadband in all areas served by broadband cooperatives in Illinois.
· Directs the study to consider material social and economic costs and benefits of deployment, including effects of expanded access to telehealth, remote job opportunities, and educational materials.
SB 3652 – Broadband Providers – Easements (Sen. Faraci)
Summary: Amends the Electric Supplier Act (and related provisions commonly referenced as the Electrical Service Broadband Deployment and Access Law) to expand access rights for broadband deployment using electric easements and to extend certain entry/deployment protections beyond electric cooperative broadband grant recipients to “broadband providers” more generally and to locations outside a grant service area. The bill sets detailed notice content, timelines, and a process for property owners to demand and litigate “just compensation” for any diminution in property value due to the expanded easement use.
Key Statutory Provisions:
· Creates and expands statutory rights so that, outside a grant service area, a broadband provider may access and use: (i) an existing electric easement held or controlled by the broadband provider, or (ii) another existing electric easement with agreement of the easement holder/controller, for delivery of broadband service.
· Provides that, if proper State and local permits are acquired, a property owner may not forbid or prevent a broadband provider from entering upon property outside the grant service area for purposes connected with broadband infrastructure deployment, nor prohibit deployment upon, beneath, or over the property of broadband infrastructure used for broadband service.
· Provides that property owners may be entitled to payment of just compensation and requires the broadband provider to indemnify the property owner for physical damage caused by deployment.
· Requires written notice to the property owner (sent to the address in county assessor records) by certified mail/return receipt, designated private delivery service, or personal service at least 14 days and not more than 60 days before the broadband grant recipient or broadband provider enters the property for deployment; the notice must include specified information such as property address, provider identity and contact, anticipated date and duration of work, compensation-demand timing, and detailed design/construction plans including proposed entry path and facility location.
· Requires a property owner who intends to demand just compensation to serve written notice within 45 days after the anticipated deployment date; absent timely notice, it is conclusively presumed that the owner does not claim compensation.
· Allows property owners who demand compensation within the prescribed time to bring suit in circuit court to determine just compensation (including jury determination) within the statutory filing period.
· Updates statutory references so that broadband providers are included alongside broadband grant recipients throughout the notice, compensation, and related deployment-access provisions.
SB 3719 – Aging / Scam / Robocalls Information (Sen. Edly-Allen)
Summary: Requires the Department on Aging, in consultation with the Office of the Attorney General, to publish updated scam-call and robocall resources on its public website. The resources must include information on predatory scam calls that use artificial intelligence to mislead recipients and must provide access to a hotline number for reporting predatory calls. The bill is consumer-protection oriented and is focused on public information and reporting resources rather than direct regulation of telecom carriers.
Key Statutory Provisions:
· Requires the Department on Aging, in consultation with the Office of the Attorney General, to provide updated resources related to scam calls and robocalls on the Department’s public website.
· Requires that the resources include, at a minimum: (1) information on predatory scam calls that utilize AI to mislead call recipients, and (2) access to a scam call hotline number where recipients may report predatory calls.
SB 3838 – Broadband Deployment Act (Sen. Joyce)
Summary: Creates the Broadband Infrastructure Deployment Act to facilitate broadband infrastructure buildouts by broadband grant recipients. The bill prohibits certain property-owner interference with broadband infrastructure deployment when required State and local permits are obtained. It provides just compensation to landowners and indemnification for physical damage to property. The provisions of the bill are limited by the definition of "broadband grant recipient" to apply only to a broadband service provider that is a telecommunications retailer, as defined in subsection (d) of Section 10 of the Telecommunications Infrastructure Maintenance Fee Act, that has been awarded grant funding pursuant to any State or federal grant program with the purpose of expanding broadband deployment and access to broadband services.
Key Statutory Provisions:
· The provisions of the bill are limited by the definition of "broadband grant recipient" to apply only to a broadband service provider that is a telecommunications retailer, as defined in subsection (d) of Section 10 of the Telecommunications Infrastructure Maintenance Fee Act, that has been awarded grant funding pursuant to any State or federal grant program with the purpose of expanding broadband deployment and access to broadband services.
· Prohibits a property owner from forbidding or preventing a proposed “broadband grant recipient” from entering upon the property for purposes connected with deployment of broadband infrastructure, or from forbidding or prohibiting the broadband provider from deploying broadband infrastructure upon, beneath, or over the property for broadband service, subject to permitting. .
· Provides that the property owner may be entitled to payment of just compensation by the broadband provider.
· Requires the broadband provider to indemnify the property owner for physical damage caused by deployment of broadband infrastructure and service.
· The Act sunsets on December 31, 2030.
SB 3965 – Switch Network Salvage (Sen. Guzman)
Summary: Amends the Public Utilities Act in provisions governing a Large Electing Provider’s transition to IP‑based networks and service. The bill extends the required continuation of telecommunications service over traditional circuit‑switched networks for existing residential and business end‑use customers through at least December 31, 2031. It then establishes a process beginning January 1, 2032, for returning the “salvage value” of traditional circuit‑switched network components (including copper wiring) to the people of Illinois, requiring completion of salvage activities by January 1, 2038. 
Key Statutory Provisions:
· Requires a Large Electing Provider to provide telecommunications service—including telecommunications service over traditional circuit‑switched networks—to existing business and residential end‑use customers until at least December 31, 2031.
· Beginning January 1, 2032, requires a Large Electing Provider to start the process of returning the salvage value of traditional circuit‑switched networks to the people of Illinois; requires completion of salvage by January 1, 2038.
· Requires quarterly documentation and reporting to the Department of Public Health and the Illinois Commerce Commission regarding salvage activities, including total realized salvage value, per‑mile salvage value, geographic location of salvages, and the value of the salvages.
· Defines “salvage value” as the monetary value received by a Large Electing Provider for components of a traditional circuit‑switched network (including copper wiring) once the network is no longer in use.
· Integrates the new continuation and salvage requirements into the existing statutory framework governing large electing providers’ network transition and cessation of services.


SB 3994 – Secure Telecommunications Act (Sen. Plummer)
Summary: Expands the list of entities classified as prohibited organizations for purposes of restrictions on covered communications equipment and services. The bill requires a state-level registration system and regulation for telecommunications providers and their critical communications infrastructure under the ICC.
Key Statutory Provisions:
· All critical telecommunications infrastructure located within or serving the State shall be constructed not to include any equipment manufactured by a federally banned corporation, nor any equipment banned at the federal level.
· All critical telecommunications infrastructure located within or serving the State shall be constructed not to include any equipment manufactured in or by, including any equipment whose critical or necessary components are manufactured in or by, a foreign adversary, a state-owned enterprise of a foreign adversary, or a company domiciled within a foreign adversary
· Any telecommunications provider providing service in Illinois shall file a registration form with, and pay a registration fee to, the Commission by September 1, 2027, and then on January 1 every year thereafter. 
· A telecommunications provider shall provide the Commission with the name, address, telephone number, and email address of a person with managerial responsibility for the Illinois operations.
· A telecommunications provider shall: (1) submit a registration fee at the time of submission of the registration form not to exceed $50; (2) keep the information required by this Section current and notify the Commission of any changes to such information within 60 days after the change; and (3) certify to the Commission by January 1 each year that all critical telecommunications equipment and infrastructure within its operation does not use or provide any communications equipment or service covered under Section 15. 
· The Commission shall impose against any provider that knowingly submits a false registration form under this Section a civil penalty of not less than $10,000 and not more than $100,000 per day of noncompliance. Any telecommunications provider that fails to comply with this Section is prohibited from receiving any State or local funds for the development or support of new or existing critical telecommunications infrastructure, including the Illinois Telecommunications Universal Service Fund, and is prohibited from receiving any federal funds subject to distribution by State or local governments for the development or support of new or existing critical telecommunications infrastructure.




Video:
SB 2804 – Streaming Advertisement Volume (Sen. Halpin)
Summary: Amends consumer protection law to regulate the volume levels of advertisements in streamed video programming, aligning standards for streaming platforms with existing broadcast or cable advertisement volume limits.
Key Statutory Provisions:
· Prohibits streaming advertisements from exceeding specified audio volume thresholds.
· Authorizes enforcement by the Attorney General or designated agency.
· Applies specifically to streaming video programming providers.

Consumer Protection:
HB 4248 – Algorithmic Price Transparency (Rep. Buckner)
Summary: Creates the Algorithmic Price Transparency Act. Requires businesses using algorithmic systems to set or adjust prices to disclose the use of such systems and establishes disclosure requirements and consumer rights related to algorithmic pricing practices.
Key Statutory Provisions:
· Defines algorithmic pricing system, dynamic pricing, and covered business entities.
· Requires clear and conspicuous disclosure when prices are determined or materially influenced by an algorithmic system.
· Prohibits deceptive or unfair practices related to undisclosed algorithmic price adjustments.
· Authorizes enforcement by the Attorney General and under the Consumer Fraud and Deceptive Business Practices Act, including civil penalties and injunctive relief.
· Applies broadly to businesses using algorithmic pricing and is not specific solely to telecommunications or broadband companies.

HB 4544 – Algorithmic Pricing (Rep. Delgado)
Summary: Regulates the use of algorithmic pricing systems in commerce. Establishes requirements for transparency, consumer notice, and compliance when algorithmic systems are used to determine or adjust consumer prices.
Key Statutory Provisions:
· Requires disclosure to consumers when pricing is generated or adjusted using automated algorithmic systems.
· Prohibits algorithmic pricing that uses protected class data that is legally protected from discrimination under federal or state law.
· Provides enforcement authority and civil penalties for violations.
· Applies generally to businesses using algorithmic pricing and is not specific solely to telecommunications or broadband companies.


HB 4592 – Acceptance Of Cash Payments (Rep. Mayfield)
Summary: Requires certain retail establishments to accept cash as a form of payment for goods and services under $500 that are purchased in-person, subject to enumerated exceptions, and establishes penalties for refusal to accept lawful United States currency.
Key Statutory Provisions:
· Requires retail businesses to accept cash for in-person transactions for goods or services under $500.
· Provides limited exceptions for specified transaction types or security-based restrictions as set forth in the Act.
· Prohibits charging higher prices or imposing penalties solely because a consumer pays in cash.
· Provides enforcement authority and civil penalties for violations.
· Applies generally to retail establishments and is not specific solely to telecommunications or broadband companies.

HB 4717 – Algorithmic Pricing Disclosure (Rep. Grant)
Summary: Requires disclosure of algorithmic pricing practices and establishes transparency requirements for businesses utilizing automated algorithmic systems to set or modify consumer prices.
Key Statutory Provisions:
· Requires clear consumer disclosure when algorithmic systems are used to determine pricing.
· Provides enforcement authority, including civil penalties.
· Applies broadly to commercial entities using algorithmic pricing and is not specific solely to telecommunications or broadband companies.

SB 2822 – Digital Purchase Disclosures (Sen. Stadelman)
Summary: Requires enhanced disclosures for digital purchases, including “digital applications and games,” “digital audio works,” “digital audiovisual work,” “digital books,” and “digital codes” to ensure consumers understand pricing terms, renewal conditions, and limitations on ownership rights.
Key Statutory Provisions:
· Requires clear and conspicuous disclosure of pricing, renewal terms, and cancellation procedures prior to completion of a digital purchase.
· Requires disclosure when a digital purchase constitutes a license rather than ownership of a digital good.
· Prohibits misleading representations regarding permanence or transferability of digital purchases.
· Provides enforcement authority under the Consumer Fraud and Deceptive Business Practices with civil penalties for violations.
· Applies generally to digital sellers and is not specific solely to telecommunications or broadband companies.

SB 2957 – Tariff Transparency Act (Sen. Stadelman)
Summary: Creates the Tariff Transparency Act. Requires retail establishments to disclose the percentage or dollar amount of the retail price of a retail product that is attributable to tariffs in a clear and accessible format to consumers.
Key Statutory Provisions:
· A retail establishment shall disclose the percentage or dollar amount of the retail price of a retail product that is attributable to tariffs.
· The disclosure of the tariff portion of the retail price required under subsection (a) shall be: (1) visible on the point-of-sale display tag; (2) visible on the online product page; (3) itemized on the printed receipt provided at the conclusion of the point-of-sale transaction; or (4) disclosed in a manner deemed appropriate by the Attorney General.
· Provides enforcement authority and civil penalties for noncompliance.
· Applies to service providers subject to tariff requirements and may include telecommunications carriers.

Artificial Intelligence/Data Privacy and Verification:
HB 4140 – Digital Age Assurance Act (Rep. Weaver)
Summary: Creates the Digital Age Assurance Act. Requires operating system providers to collect age information at account creation and provide developers with a real-time age bracket signal for users. Developers receiving the signal are deemed to have actual knowledge of the user’s age bracket for compliance with age-related laws. Establishes data minimization requirements, nondiscrimination obligations, enforcement authority, and civil penalties. Effective January 1, 2027.
Key Statutory Provisions:
· Requires operating system providers to obtain a user’s date of birth or age at account setup and generate an age bracket signal.
· Requires a real-time API to communicate age bracket data to developers.
· Deems developers receiving age bracket data to have actual knowledge of a user’s age for legal compliance purposes.
· Limits use, retention, and sharing of age bracket data to compliance-related purposes.
· Provides enforcement authority to the Attorney General and authorizes civil penalties.
· Excludes broadband Internet access service and telecommunications service from the scope of the Act.


HB 4538 – Consumer Identity Verification Act (Rep. Mayfield)
Summary: Creates the Consumer Identity Verification Act. Requires covered service providers to verify the identity of an individual before initiating or modifying a service agreement and to report confirmed or attempted identity theft to the Attorney General. Violations constitute unlawful practices under the Consumer Fraud and Deceptive Business Practices Act. Effective January 1, 2027.
Key Statutory Provisions:
· Defines covered services to include utilities, telecommunications services, mobile accounts, credit accounts, online financial accounts, government benefit systems, and health insurance coverage.
· Requires identity verification using government-issued identification and at least one additional authentication method.
· Requires verification prior to initiating or modifying a service agreement.
· Requires reporting of confirmed or attempted identity theft within 10 business days after becoming aware of the attempted or confirmed identity theft.
· Requires secure retention of identity verification records.
· Provides that violations constitute unlawful practices under the Consumer Fraud and Deceptive Business Practices Act.
· Applies to telecommunications service providers as covered service providers but is not specific solely to telecommunications or broadband companies.

HB 4799 – AI Safety Measures Act (Rep. Du Buclet)
Summary: Creates Transparency in Frontier Artificial Intelligence Act establishing AI safety measures, including governance, evaluation, and risk-mitigation requirements for certain large frontier artificial intelligence developers and establishes institutional resources to promote safe and ethical AI deployment.
Key Statutory Provisions:
· Requires large frontier artificial intelligence developers to adopt and publish a frontier artificial intelligence framework addressing catastrophic risk management, transparency, and cybersecurity. 
· Mandates reporting of critical safety incidents to the Attorney General and establishes civil penalties for noncompliance. 
· Establishes a consortium within DoIT to develop and operate ILCompute, a public artificial intelligence cloud computing resource to support safe, ethical, equitable, and sustainable AI research and deployment in Illinois and includes specified Freedom of Information Act exemptions.
· The legislation is not specific to telecommunications or broadband companies and applies generally to artificial intelligence infrastructure entities.

HB 5044 – Chatbot Provider Liability Act (Rep. Gong-Gershowitz)
Summary: Creates the Chatbot Provider Liability Act. Classifies chatbots as products for purposes of strict liability and other product liability actions and establishes a civil cause of action against chatbot providers for harm caused by chatbot use, regardless of reasonable care. Provides a private right of action for damages, injunctive relief, and attorney’s fees.
Key Statutory Provisions:
· Defines chatbot and chatbot provider to include entities that develop, distribute, or make available conversational AI systems via text, audio, image, or video in a manner that stimulates interpersonal interactions or conversation.
· Provides that chatbots are considered products for purposes of product liability law.
· Imposes strict liability for injuries caused by chatbot use.
· Creates a private right of action for individuals harmed by chatbot use.
· Authorizes recovery of actual damages, injunctive relief, and reasonable attorney’s fees.
· Is not specific to telecommunications or broadband companies and applies generally to chatbot providers.

HB 5221 – Consumer Data Privacy Act (Rep. Gonzalez)
Summary: Creates the Consumer Data Privacy Act. Sets forth provisions concerning agreements between personal data processors and controllers; consumer rights (including opt-outs); controller responsibilities; requirements for small businesses; data privacy assessments; and enforcement/penalties.
Key Statutory Provisions:
· Applies to covered entities doing business in Illinois that that satisfy one or more of the following thresholds: (1) during a calendar year, controls or processes personal data of 100,000 consumers or more, excluding personal data controlled or processed solely for the purpose of completing a payment transaction; or (2) derives over 25% of gross revenue from the sale of personal data and processes or controls personal data of 25,000 consumers or more. Includes enumerated exemptions for certain entities and data.
· Creates consumer rights to access, correct, delete, and obtain a copy/portability of personal data, and to opt out of targeted advertising, the sale of personal data, and certain profiling.
· Requires controllers to provide privacy notices, implement reasonable security practices, and limit collection/processing to what is necessary and compatible with disclosed purposes.
· Requires controller–processor contracts with minimum statutory terms and mandates processor assistance with compliance and consumer requests.
· Requires data protection assessments for specified higher-risk processing activities and documents balancing benefits and risks.
· Provides for Attorney General enforcement and civil penalties and includes home-rule preemption provisions as specified.
· Applies to telecommunications and broadband companies if they meet coverage thresholds; it is not limited solely to telecom/broadband companies and does not expressly exclude them.

SB 2875 – Consumer Data Privacy (Sen. Murphy)
Summary: Creates the Illinois Consumer Data Privacy Act. Establishes consumer rights and controller/processor obligations governing personal data processing, including opt-outs, notices, assessments, and enforcement.
Key Statutory Provisions:
· Applies to covered entities doing business in Illinois or targeting Illinois residents and meeting statutory applicability thresholds; includes enumerated exemptions for certain entities and data.
· Creates consumer rights to access, correct, delete, and obtain a copy/portability of personal data, and to opt out of targeted advertising, the sale of personal data, and certain profiling.
· Requires controllers to provide privacy notices and to implement reasonable administrative, technical, and physical security practices.
· Requires controller–processor contracts with minimum statutory terms and processor cooperation with compliance and consumer requests.
· Requires data protection assessments for specified higher-risk processing activities.
· Provides Attorney General enforcement, civil penalties, and home-rule preemption provisions as specified.
· Applies to telecommunications and broadband companies if they meet coverage thresholds; it is not limited solely to telecom/broadband companies and does not expressly exclude them.

SB 2897 – Info Protection-Immigration (Sen. Villanueva)
Summary: Restricts collection, use, and disclosure of specified immigration-related information and establishes confidentiality, safeguards, and penalties for misuse by covered entities and/or governmental actors.
Key Statutory Provisions:
· A "Data collector" may include, but is not limited to, government agencies, public and private universities, privately and publicly held corporations, financial institutions, retail operators, and any other entity that, for any purpose, handles, collects, disseminates, or otherwise deals with nonpublic personal information.
· Restricts a “data collector from owning, maintaining, licensing, storing, or disclosing records that contain “immigration or citizenship status information” concerning an Illinois resident. 
· Provides enforcement mechanisms and penalties for violations.
· Applies generally and is not specific solely to telecommunications or broadband companies; it does not expressly exclude telecom/broadband companies.

SB 2995 – Consumer Fraud-AI Disclosure (Sen. Ventura)
Summary: Amends consumer fraud law to require disclosures when artificial intelligence is used in consumer-facing interactions or AI-generated content, and to treat failures to disclose or misleading AI representations as unlawful/deceptive practices.
Key Statutory Provisions:
· Defines covered AI-enabled communications/content and when disclosures must be made (e.g., at the outset of an interaction or in proximity to AI-generated content).
· Requires clear and conspicuous disclosure that a consumer is interacting with AI or that content is AI-generated, as specified.
· Prohibits deceptive representations about whether AI is being used or about AI capabilities/limitations in consumer contexts.
· Provides for enforcement under the Consumer Fraud and Deceptive Business Practices Act.
· Applies broadly across consumer-facing businesses and is not specific solely to telecommunications or broadband companies.

SB 3180 – AI Data Privacy Act (Sen. Ventura)
Summary: Creates the AI Data Privacy Act establishing privacy and governance requirements for personal data used to train, develop, or operate AI systems, including transparency, minimization, security, and related compliance obligations.
Key Statutory Provisions:
· Beginning January 1, 2027, an AI deployer's artificial intelligence shall not train on a user's covered information and retain the training data indefinitely, unless the deployer first: (A) informs the user that the artificial intelligence will retain training data indefinitely; and (B) obtains the user's consent to allow the artificial intelligence to retain the training data indefinitely.
· A deployer may not disclose a user's covered information to a third party unless the deployer first obtains express written consent from the user for that disclosure.
· Requires transparency and notice regarding use of personal data in AI training or operation, as specified.
· Imposes data minimization, purpose limitation, and security obligations for AI data pipelines.
· Establishes requirements for retention limits, deidentification, and vendor/processor controls for AI development.
· Provides enforcement through a private right of action and under the Consumer Fraud and Deceptive Business Practices Act.
· Applies generally to covered AI developers/operators and is not specific solely to telecommunications or broadband companies.



SB 3220 – Consumer Data Privacy (Sen. Rezin)
Summary: Creates the Consumer Data Privacy Act, establishing obligations for personal data processing, including consumer rights and opt-outs, controller/processor duties, notices, assessments, and enforcement.
Key Statutory Provisions:
· This Act applies to people that conduct business in Illinois or produce products or services that are targeted to Illinois residents and that during a calendar year control or process personal data of at least (1) 100,000 consumers; or (2) 25,000 consumers and derive over 50% of gross revenue from the sale of personal data. 
· Defines key terms for personal data processing (including sensitive data, sale, targeted advertising, and profiling).
· Creates consumer rights and opt-out rights with response timelines and authentication requirements.
· Requires controller privacy notices and reasonable security practices.
· Requires processor contract terms and vendor oversight mechanisms.
· Provides enforcement authority and penalties as specified.
· Applies to telecommunications and broadband companies if they meet coverage thresholds; it is not limited solely to telecom/broadband companies and does not expressly exclude them.

SB 3262 – Companion AI Protection Act (Sen. Edly-Allen)
Summary: Creates the Companion Artificial Intelligence Protection Act and prescribes protections and safeguards for companion/relational AI systems, including transparency, safety guardrails, and restrictions on harmful or manipulative functionality in consumer-facing companion AI products.
Key Statutory Provisions:
· Defines covered companion AI systems and prohibited harmful practices as specified.
· Requires disclosures that users are interacting with an AI system and disclosures regarding limitations/risks.
· Imposes safety-by-design obligations and mitigation requirements for identified risks.
· Provides enforcement mechanisms and penalties for violations.

SB 3312 – AI Safety Measures Act (Sen. Edly-Allen)
Summary: Creates Artificial Intelligence Safety Measures Act establishing AI safety measures, including governance, evaluation, and risk-mitigation requirements for certain large frontier artificial intelligence developers and establishes institutional resources to promote safe and ethical AI deployment.
Key Statutory Provisions:
· Requires large frontier artificial intelligence developers to adopt and publish a frontier artificial intelligence framework addressing catastrophic risk management, transparency, and cybersecurity. 
· Mandates reporting of critical safety incidents to the Attorney General and establishes civil penalties for noncompliance. 
· Establishes a consortium within DoIT to develop and operate ILCompute, a public artificial intelligence cloud computing resource to support safe, ethical, equitable, and sustainable AI research and deployment in Illinois and includes specified Freedom of Information Act exemptions.
SB 3384 – AI Companion Model Safety Act (Sen. Ellman)
Summary: Creates the Artificial Intelligence Companion Model Safety Act that establishes safety requirements for AI companion models, focusing on risk assessment, guardrails, and disclosures to reduce harm from emotionally engaging or relational AI systems.
Key Statutory Provisions:
· Defines "Artificial intelligence companion" as a system using artificial intelligence, generative artificial intelligence, or emotional recognition algorithms designed to simulate a sustained human or human-like relationship with a user by: (1) retaining information on prior interactions or user sessions and user preferences to personalize the interaction and facilitate ongoing engagement with the artificial intelligence companion; (2) asking unprompted or unsolicited emotion-based questions that go beyond a direct response to a user prompt; and (3) sustaining an ongoing dialogue concerning matters personal to the user.
· Specifies "Artificial intelligence companion" does not include any system that is (1) used by a business entity solely for customer service or to provide users with information about available commercial services or products provided by the entity, customer service account information, or other information strictly related to its customer service; (2) primarily designed and marketed for providing efficiency improvements, assistance; or research, or technical (3) used by a business entity solely for internal purposes or employee productivity.
· Requires safety testing and mitigation measures addressing specified risks (e.g., harmful advice, exploitation, manipulation).
· Requires disclosures to users that the system is AI and may be designed for engagement and requires access to safety resources as specified.
· Provides enforcement mechanisms and penalties.

SB 3444 – AI Model Safety (Sen. Cunningham)
Summary: Creates the Artificial Intelligence Safety Act. Establishes AI model safety obligations for developers and/or deployers of covered AI models, including evaluation, documentation, and mitigation requirements to reduce foreseeable harm.
Key Statutory Provisions:
· Defines covered AI models and risk categories subject to safety obligations.
· Requires pre-deployment testing/evaluations and documentation of limitations and known risks.
· Requires safeguards and monitoring for foreseeable misuse and harmful outputs.
· Provides for oversight, reporting, and enforcement, including civil penalties as specified.

SB 3502 – AI Product Liability Act (Sen. Ventura)
Summary: Creates the Artificial Intelligence Design Requirements Act. Establishes liability standards for harm caused by AI products/systems, including allocation of responsibility among developers, deployers, and sellers, and providing civil remedies.
Key Statutory Provisions:
· Defines AI product/system and responsible parties (developer, deployer, distributor) as specified.
· Establishes liability standards for harms caused by AI products, including elements of a claim and causation standards as provided.
· Provides defenses/limitations or safe harbors tied to compliance with specified safeguards, as applicable.
· Creates a private right of action and specifies available remedies and damages.

SB 3548 – Consumer Data Privacy Act (Sen. Rezin)
Summary: Creates the Consumer Data Privacy Act, establishing obligations for personal data processing, including consumer rights and opt-outs, controller/processor duties, notices, assessments, and enforcement.
Key Statutory Provisions:
· This Act applies to people that conduct business in Illinois or produce products or services that are targeted to Illinois residents and that during a calendar year control or process personal data of at least (1) 100,000 consumers; or (2) 25,000 consumers and derive over 50% of gross revenue from the sale of personal data. 
· Defines key terms for personal data processing (including sensitive data, sale, targeted advertising, and profiling).
· Creates consumer rights and opt-out rights with response timelines and authentication requirements.
· Requires controller privacy notices and reasonable security practices.
· Requires processor contract terms and vendor oversight mechanisms.
· Provides enforcement authority and penalties as specified.
· Applies to telecommunications and broadband companies if they meet coverage thresholds; it is not limited solely to telecom/broadband companies and does not expressly exclude them.


SB 3590 – AI Product Liability Act (Sen. Edly-Allen)
Summary: Creates the Artificial Intelligence Product Liability Act establishing civil liability standards for harm caused by AI systems and AI-enabled products, including claims, remedies, and allocation of responsibility among responsible parties. 
Key Statutory Provisions:
· Defines AI product/system and responsible parties (developer, deployer, distributor) as specified.
· Establishes liability standards for harms caused by AI products, including elements of a claim and causation standards as provided.
· Provides defenses/limitations or safe harbors tied to compliance with specified safeguards, as applicable.
· Creates a private right of action and specifies available remedies and damages.

SB 3603 – Consumers–Data Processing (Sen. Stadelman)
Summary: Establishes consumer protections regarding personal data processing, potentially including rights, opt-outs, transparency obligations, and restrictions on specified data processing practices, with enforcement provisions.
Key Statutory Provisions:
· Defines covered personal data processing activities and regulated entities/actors.
· Applies to legal entities that conduct business in this State or produce products or services that are targeted to residents of Illinois, and that: (1) during a calendar year, control or process personal data of 100,000 consumers or more, excluding personal data controlled or processed solely for the purpose of completing a payment transaction; or (2) derive over 25% of gross revenue from the sale of personal data and process or control personal data of 25,000consumersormore. 
· Creates consumer rights and/or disclosure requirements concerning processing and sharing of personal data.
· Imposes limitations on certain processing practices (including targeted advertising or profiling) as specified.
· Provides for enforcement and civil penalties as specified.
· Applies to telecommunications and broadband companies if they meet coverage thresholds; it is not limited solely to telecom/broadband companies and does not expressly exclude them.
